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CHAPTER 1:

Installation and system requirements

1.1 Installation.

1.2 Minimum system requirements.

1.3 Network requirements.

1.4 Installation.

Insert the CD into your computer, click Start, Run. Type in 'D:/setup'. The setup software will start up, follow the on screen instructions. Use the default settings unless you prefer to install the program in a directory other than that of windows default.

Once completed you will have a new icon on your program list, labled 'Iplink'.

To start IpLink, click Start, Programs, Iplink and the Iplink icon. The program will then start and automatically log you in to the local network.

1.5 Minimum system requirements.

The minimum system requirements for IpLink are as follows:

a. P1 mmx 300mhz processor

b. Windows 98se

c. 1mb free drive space

d. A network card

If your system does not match or better any one of these requirements we recommend you do not install IpLink onto it.

Network requirements

In order to use IpLink on your network, you need to have TCP/IP installed as a network protocol. If you are not sure what TCP/IP is or if it is installed, read Chapter 5 and follow the instructions listed there.

All users that you want to be able to communicate to each other must be on the same network subnet. (See Chapter 5)

Future versions of IpLink will have an option to pickup users on a different subnet.

IpLink has been tested on a UTP 10/100 network and on a BNC 10 network, although it should work on a token-ring network as well.

CHAPTER 2

Running for the first time

2.1 When you first start.

2.2 The IpLink page.

2.3 Sending a message.

2.1 When you first start.

When you first start IpLink, IpLink will use default network settings and load the network name of the pc as the username. These are described in detail in Chapter 4. 

IpLink will then scan the network for all users that are running IpLink, login and list them. You may have to wait a few seconds for all the users to login.

You are now ready to chat and send files to other users of IpLink.

2.2 The IpLink page

The IpLink page is split into several different sections, each of them for a specific use.
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The top left (1) shows messages sent and received by all users. The top right (2) shows the user details. The bottom left (3) has a text entry box to send messages. And the very bottom has the function buttons.

(1) The Message Box Area.

The message box shows all previous messages sent and received in the user group. Each successive message is listed one under each other. You would use this area to conduct most of your conversations.

You can use ‘Copy and Paste’ in this area to copy text from other users into your documents.  

I.E. If someone sends you the correct spelling for a word not listed in ‘Word Spell Checker’, or a sentence to add to a document. You can cut it from here and paste it into you document.

(3)The Text Entry Area.

The text entry box is where you would type your message to the rest of the users.  ‘Copy and Paste’ works here as well.

(2)The Users Online Area.

All users that have logged in will be listed here. For options available from here read Chapter 4. 

The Function Area.

Listed here are the functions available to the user of IpLink:

Login – To login to the user group, this is done automatically when you start up.

Send – To send the message you have typed in the text entry box. This is the default action when you press enter.

Logout – Will logout the user without Exiting IpLink.

Exit – Will logout the user and close IpLink.

2.3 Sending a message.

The easiest way to send a message is to type it in the text entry area and pressing enter. The message will then be displayed in the message area. 

When a user replies to your message their user name will precede the message, this makes it easier to see who sent the message.

Communication in this method is simple and can save time in the office, as the user does not need to leave his or her desk in order to ask a simple question of someone in another office.

CHAPTER 3

Basic Use of IpLink

3.1 Basic Principles of IpLink

3.1 Basic Principles of IpLink

Once you have logged in with IpLink you would ideally keep it minimized on your task bar until you wish to send messages. 
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When you want to send a message click on the IpLink Icon on your taskbar or the icon in the system tray. Type your message to the user or group and press enter. (See Chapter 2)

If IpLink is in the minimized state and a message arrives The Icon in the taskbar will change to show you that a message has arrived for you. 

Clicking on the icon will restore IpLink and you can now read the message that was sent. At this time the icon on the task bar will return back to normal.

CHAPTER 4

Advanced Use of IpLink

4.1 User To User Messages

4.2 File Transfers

4.3 User Name Setup

4.4 Advanced Port Uses

4.1 User To User Messages

If you wish to send a message to a specific user and not to all the users online, you can click on the users name in the User Detail area, and select “Private msg” from the popup menu. A Simple chat box will open and you can now type a private message to the user. 
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On the receiver’s screen, a chat box will open where the user can read your message and reply privately. 

4.2 File Transfers

One of the Features of IpLink is the ability to send files from one user to another.

This is useful when a small file needs to be sent from, for example, the Typing pool to an exec, for proof reading. Because of the limitations of a Stiffy disk and the time consuming factor of burning cd’s, sending files across the network has fast become the preferred method of file transfers. 

One of the factors influencing File sharing is the case of Confidentiality; An Exec will have costing files that the Typing pool should not have access too, and Typing pool will have Letters, like termination of employment letters, that the Exec’s should not be able to read. 

So when it comes to file sharing this leaves a server for the file to be left on for the Exec to get it. 

This in turn poses another threat, what if another employee copies the file before the Exec has a chance to proof read, copy and delete it from the server. Therefore sending the file directly to the Exec is the best solution.

So how is it done?

Click the users name and from the popup menu, select “Send file”. Select the file and click open.

On the receiver’s side, a message will be displayed stating that a file is been sent.
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Clicking Yes will start the transfer, and No will cancel the transfer. After clicking yes a save location confirmation page will be displayed. Select the location you wish to save the file and click ‘save’.
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At this point the transfer will start. If at any time you decide that you do not want the file you can click cancel. 

Multiple file transfers are possible in the same way. But sending too many files simultaneously can cause network flooding and will slow down the entire network. 

It is better to rather send a few files at a time and when one transfer is complete to start the next.

4.3 User Name Setup

On the setup screen you are able to setup the user name for IpLink.
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After changing your username IpLink will automatically logout and login with the new username, It may take a few seconds for each user to show the new username.

4.4 Advanced Port Uses

In the setup screen you can also change the port address used by IpLink, 1699 is the default port but you can use any port you like, as long as all the users are using the same port number.

Just beware that there are many port numbers reserved by windows and other network software. Using one of these may cause unpredictable results including system failure.

You can setup a group of users on one port number and another set of users on a second port number. This will effectively give you two IpLink user groups that can communicate independently from each other.

The local Ip is listed here simply for display proposes and cannot be changed. 

The Subnet mask will be described in Chapter 5.

CHAPTER 5

Network and TCP/IP Basics

5.1 What is Tcp/Ip

5.2 Network Types

5.3 The Ip Address

5.4 The Subnet Mask

5.5 The Port Address

5.6
Setting up Tcp/Ip

5.1 What Is Tcp/Ip

Tcp/Ip is a network protocol that allows computers to communicate to each other. It is also the base Protocol of the Internet. It contains four numbers from 0 to 255 separated by points. I.e. 196.24.3.39

In a Tcp/Ip network all computers have an assigned Ip address that is generally static (Never changes). When you connect to a computer on a Tcp/Ip network, the computer name that you use is translated to the Ip address, and that is transmitted down the network. When this Pc receives your request it will reply via the Ip address of your Pc.

See Windows Help for more details.

5.2 Network Types

There are many network types, although the two main types are Co-ex 10base-2 Ethernet and UTP 10base-t  / 100base-tx Ethernet. 

Co-Ex is a network system where all the computers are connected to a single screened cable running from one side of the network to the other. In this type of network, if the line is broken in any place the entire network goes down, or each computer is rendered dead on the network. 

UTP is a Network using an 8 strand Twisted pair cable utilizing a network hub. Each computer has its own cable running to the hub. If any of the cables are broken only the computer on that line is rendered dead on the network.

Many Companies are upgrading their networks to UTP 100base-tx system given the speed and other benefits.

5.3 The Ip Address

As described before the Ip address contains four numbers. Traditionally the first three describe the subnet that the computer is on, and the last describe the computer. 

In order for computers to be able to communicate with each other on a network they have to be on the same subnet. I.e. The subnet address must be identical. This allows for 254 computers to be on one subnet. (Address 0 and 255 are reserved)

This address must also be unique on the network or else one of the computers will not respond to network requests. Whichever computer logged in first will be the one that responds to the address specified.

5.4 The Subnet Mask

Now we need a method to pick out what is the subnet address, this is the subnet mask.

The subnet mask is also in a four number form, separated by points. However each computer on a subnet will have the same subnet mask. 

The mask is overlaid on the Ip address to split out the subnet address and computer address.  Take for example the Ip address in the IpLink Setup page.

Ip address = 10.0.0.28

Subnet mask =255.255.255.0

Subnet address = 10.0.0

Computer address = 28

Here we can see that the subnet address is 10.0.0 and the computer address is 28. Any other computer on the same subnet must have an address between 1 and 27 or between 29 and 255. As said before, the address has to be unique. So there can be no other computer with the address of 28.

Now if we had to set up 300 or more computers on the same subnet we could use a mask of 255.255.0.0, This would give us a maximum of 65025 computers on the same subnet.

5.5 The Port Address

Now, in order for a computer to be able to send and receive data without mixing up the different files and data, each transfer of data is given a port number.

This helps to keep the data for different transfers separate. There are also some ports that can only receive certain types of data. The lower hundred ports are reserved for network specific requests. Listing all the reserved ports is a poignant exercise, as you will probably never have the need to use them.

Safe port numbers for you to use for IpLink are 1600 to 2000. I doubt you will ever need this many. 

For users that are on large networks with firewalls and static Internet access, unlocking this port number will not pose a hacking threat as IpLink uses a unique method of file transferring with a receiver confirmation before accepting a file.

5.6 Setting up Tcp/Ip

To check or setup Tcp/Ip simply right-click on the Network Neighborhood Icon, select Properties. A page will come up displaying all the network items loaded on the computer. Scroll through the list to find TCP/IP.

If Tcp/Ip is not listed, click Add, select Protocol and click add. Select Microsoft on the left, then scroll down on the right and select Tcp/Ip. Click Ok.

The Computer may ask you to insert the Windows cd. After The file copy is complete, you will return to the Network properties page. Click ok. Your computer may restart now.

After setting up all the computers this way IpLink will communicate across the network. 

CHAPTER 6

Frequently Asked Questions

Q. How many files can I send to a user?

A. As many as you like, although sending too many large files could cause network flooding. (I.E. everyone else’s network access will be drastically slowed.

Q. How many users can I send files too?

A. All of them, But you have to send the files to each user, one user at a time.

Q. I need to send a file bigger than 1gig, how do I do this?

A. IpLink has been updated to work with files up to 922,000 gig in size, so there is no limit on how big the files are.

Q. Is it possible to edit a file sent to me and then send it back to the original user?

A. Yes. As long as you remember where you placed this document when you received it. Edit it all you want, save it. And then send this file back.

Q. How many users can I have running IpLink?

A. As many users as you want, As long as they are all on the same subnet.

Q. If a user logs off while I’m receiving files from them does the transfer stop?

A. No. IpLink will continue with the transfers, unless they are cancelled, and will only exit after the last file is sent.

Q. When a new user logs in to a current conversation, they cannot see any of the conversation, why?

A. IpLink only sends messages to users that are currently logged in. Message history is not retransmitted when a new user logs in.

CHAPTER 7

Protocol’s used in IpLink

7.1 Server Commands

7.2 Chat Commands

7.3 File Sending Commands

7.4 Subnet Server Commands

7.1 Server Commands

Commands used for Client-server communications.

SER? 

Request server’s IP.

SER=[IP]

Return Server IP.

USR?

Request Users online.

USR=:[Name]:[IP]:[Hidden]:[Color]

Return online Users details.

OFF=:[Name]:[IP]

Remove offline user.

ON??

Online Ping request.

YES?

Online Ping reply.

SNSR:[IP]:[IP Mask]

Request server to search subnet on IP.
7.2 Chat Commands

Commands used for Client-Client chats.

ID1:[User] 

Wake up request sent from user.

ID2:[User]:[message]

Private message sent from user.

ID3:[User]:[Filename]

File request sent from user.

ID4:[Port]:[Filename]

File request for filename accepted, connect to port.

If port = 0 then request declined.

Anything else is posted as a message.

7.3 File Sending Commands

Commands used for file transfer sessions.

FD1:

First sync hello.

FD2:

First sync reply.

FD3:[File length]

Length of file to be sent.

FD4:

Ready to receive

FD5:[file position]:[Block Size]:[Block data]:

File data from file position with block size.

FD6:[file position]

Send next block from position.

FD7:

File send complete

FD8:

File sending has been canceled. 

FD9:

Resend request for last block of data.

7.4 Subnet Server Commands

Commands used for Client-server communications.

SUB? 

Request remote server IP.

SSR=[IP]

Return remote Server IP.

USN?

Request remote users online.

USN=:[Name]:[IP]:[Hidden]:[Color]

Return online Users details.

IpLink Program and Documents is copyrighted to 


R&L Enterprises.

Windows is copyrighted to Microsoft.

WinZip is copyrighted to WinZip Computing.

Terms And Conditions of use.

The source code of IpLink has been released to the public under the GNU General Public License terms.

In general: 

You are free to use and distribute the application and/or source, without charge (with exception of Medium and P&P costs). 

You are free to use sections of source code in your own applications, as long as GremlinSA is credited for the code used in attached documentation.

You are free to alter and add to IpLink. If your changes add to the usability of the application, all I ask that you send a message to GremlinSA or post a short message on the http://www.codeguru.com website.

6
IPLINK
41

